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NAME

intro - introduction to maintenance commands and application programs

DESCRIPTION

This section describes, in alphabetical order, commands that are used chief-
ly for system maintenance and administration purposes. The commands in
this section should be used along with those listed in Section 1 of the

User’s Reference Manual and Sections 1, 2, 3, 4, and b of the Programmer’s
Reference Manual. References of the form name (1), (2), (3), (4) and (5)

refer to entries in the above manuals. References of the form name (1M),
name (7) or name (8) refer to entries in this manual.

COMMAND SYNTAX

Unless otherwise noted, commands described in this section accept options
and other arguments according to the following syntax:

name [option (s)] [cmdarg (s)]

where:
name The name of an executable file.
option - noargletter (s) or,

- argletter <> optarg

where <> is optional white space.

noargletter A single letter representing an option without an argu-
ment.

argletter A single letter representing an option requiring an ar-
gument.

optarg Argument (character string) satisfying preceding
argletter .

cmdarg Path name (or other command argument) not begin-

ning with - or, - by itself indicating the standard input.
SEE ALSO

getopt(1) in the User’s Reference Manual.
getopt(3C) in the Programmer’s Reference Manual.

DIAGNOSTICS

Upon termination, each command returns two bytes of status, one supplied
by the system and giving the cause for termination, and (in the case of
“normal” termination) one supplied by the program (see wait (2) and

exit (2)). The former byte is 0 for normal termination; the latter is cus-
tomarily 0 for successful execution and non-zero to indicate troubles such
as erroneous parameters, bad or inaccessible data, or other inability to
cope with the task at hand. It is called variously “exit code”, “exit status”,

or “return code”, and is described only where special conventions are in-
volved.
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BUGS
Regrettably, not all commands adhere to the aforementioned syntax.
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NAME

acctdisk, acctdusg, accton, acctwtmp - overview of accounting and mis-
cellaneous accounting commands

SYNOPSIS

fusr/lib/acct/acctdisk
/usr/lib/acct/acctdusg [-u file] [-p file]
/asr/lib/acct/accton [file]
fusr/lib/acct/acctwtmp "reason"”

DESCRIPTION

Accounting software is structured as a set of tools (consisting of both C
programs and shell procedures) that can be used to build accounting sys-
tems. acctsh (1M) describes the set of shell procedures built on top of the C
programs.

Connect time accounting is handled by various programs that write
records into /etc/utmp, as described in utmp (4). The programs described
in acctcon (1M) convert this file into session and charging records, which
are then summarized by acctmerg (1M).

Process accounting is performed by the UNIX system kernel. Upon termina-
tion of a process, one record per process is written to a file (normally
/usr/adm/pacct). The programs in acctpre (IM) summarize this data for
charging purposes; acctcms (1M) is used to summarize command usage.
Current process data may be examined using acctcom (1).

Process accounting and connect time accounting [or any accounting records
in the format described in acct (4)] can be merged and summarized into
total accounting records by acctmerg [see tacct format in acct (4)). prtacct
[see acctsh (1M)] is used to format any or all accounting records.

acctdisk reads lines that contain user ID, login name, and number of disk
blocks and converts them to total accounting records that can be merged
with other accounting records.

acctdusg reads its standard input (usually from find / -print) and com-
putes disk resource consumption (including indirect blocks) by login. If -u
is given, records consisting of those file names for which acctdusg charges
no one are placed in file (a potential source for finding users trying to avoid
disk charges). If -p is given, file is the name of the password file. This op-
tion is not needed if the password file is /etc/passwd. (See diskusg (1M)
for more details.)

accton alone turns process accounting off. If file is given, it must be the
name of an existing file, to which the kernel appends process accounting
records [see acct (2) and acct (4)].

acctwtmp writes a utmp (4) record to its standard output. The record con-
tains the current time and a string of characters that describe the reason.
A record type of ACCOUNTING is assigned [see utmp (4)]. Reason must be a
string of 11 or less characters, numbers, $, or spaces. For example, the fol-
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example, the following are suggestions for use in reboot and shutdown
procedures, respectively:
acctwtmp uname >> /etc/wtmp

acctwtmp “file save" >> /etc/wtmp

FILES
fetc/passwd used for login name to user ID conversions
fusr/lib/acct holds all accounting commands listed in sub-class 1M

of this manual
fusr/adm/pacct current process accounting file
[ete/wtmp login/logoff history file

SEE ALSO
acctcms(1M), acctcon(1M), acctmerg(1M), acctpre(1M), acctsh(1M), -~

diskusg(1M), fwtmp(1M), runacct(1M), acctcom(1), acct(2), acct(4),
utmp(4).
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NAME

acctcms - command summary from per-process accounting records

SYNOPSIS
/usr/lib/acct/acctcms [options] files

DESCRIPTION

acctcms reads one or more files, normally in the form described in acct (4).
It adds all records for processes that executed identically-named com-
mands, sorts them, and writes them to the standard output, normally
using an internal summary format. The options are:

-a Print output in ASCII rather than in the internal sum-
mary format. The output includes command name,
number of times executed, total kcore-minutes, total
CPU minutes, total real minutes, mean size (in K),
mean CPU minutes per invocation, “hog factor”, charac-
ters transferred, and blocks read and written, as in ac-
ctcom (1). Output is normally sorted by total kcore-

minutes.

-c Sort by total CPU time, rather than total kcore-
minutes.

-j Combine all commands invoked only once under
“x**other”.

-n Sort by number of command invocations.

-8 Any file names encountered hereafter are already in in-

ternal summary format.

-t Process all records as total accounting records. The
default internal summary format splits each field into
prime and non-prime time parts. This option combines
the prime and non-prime time parts into a single field
that is the total of both, and provides upward com-
patibility with old (i.e., UNIX System V) style acctcms
internal summary format records.

The following options may be used only with the -a option.

-p Output a prime-time-only command summary.
-0 Output a non-prime (offshift) time only command sum-
mary.

When -p and -0 are used together, a combination prime and non-prime
time report is produced. All the output summaries will be total usage ex-
cept number of times executed, CPU minutes, and real minutes which will
be split into prime and non-prime.

A typical sequence for performing daily command accounting and for main-
taining a running total is:

acctcms file ... >today
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cp total previoustotal
acctcms -8 today previoustotal >total
acctcms -a -8 today

SEE ALSO

acct(1M), acctcon(1M), acctmerg(1M), acctprc(1M), acctsh(1M), fwtmp(1M),
runacct(1M), acctcom(1), acct(2), acct(4), utmp(4).

BUGS

Unpredictable output results if -t is used on new style internal summary
format files, or if it is not used with old style internal summary format
files.
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NAME

acctconl, acctcon2 - connect-time accounting

SYNOPSIS

/usr/lib/acct/acctconl [options]
fasr/lib/acct/acctcon2

DESCRIPTION

acctconl converts a sequence of login/logoff records read from its standard
input to a sequence of records, one per login session. Its input should nor-
mally be redirected from /etc/wtmp. Its output is ASCII, giving device, user
ID, login name, prime connect time (seconds), non-prime connect time
(seconds), session starting time (numeric), and starting date and time.

The options are:

P Print input only, showing line name, login name, and
time (in both numeric and date/time formats).

-t acctconl maintains a list of lines on which users are
logged in. When it reaches the end of its input, it emits
a session record for each line that still appears to be ac-
tive. It normally assumes that its input is a current
file, so that it uses the current time as the ending time
for each session still in progress. The -t flag causes it to
use, instead, the last time found in its input, thus as-
suring reasonable and repeatable numbers for non-cur-
rent files.

-1 file File is created to contain a summary of line usage show-
ing line name, number of minutes used, percentage of
total elapsed time used, number of sessions charged,
number of logins, and number of logoffs. This file helps
track line usage, identify bad lines, and find software
and hardware oddities. Hang-up, termination of
login (1) and termination of the login shell each
generate logoff records, so that the number of logoffs is
often three to four times the number of sessions. See
init (1M) and utmp (4).

-o file File is filled with an overall record for the accounting
period, giving starting time, ending time, number of
reboots, and number of date changes.

acctcon2 expects as input a sequence of login session records and converts
them into total accounting records [see tacct format in acct (4)].

EXAMPLES

These commands are typically used as shown below. The file ctmp is
created only for the use of acctpre (1M) commands:

acctconl -t -1 lineuse -o reboots <wtmp | sort +1ln +2 >ctmp
acctcon2 <ctmp | acctmerg >ctacct
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FILES
[ete/wtmp
SEE ALSO

acct(1M), acetems(1M), acctcom(1), acctmerg(1M), acetpre(1M), acetsh(1M),
fwtmp(1M), init(1M), login(1), runacct(1M), acct(2), acct(4), utmp(4).

BUGS

The line usage report is confused by date changes. Use wtmpfix [see
fwtmp (1M)] to correct this situation.
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NAME

acctmerg - merge or add total accounting files
SYNOPSIS

/usr/lib/acct/acctmerg [options] [file]...
DESCRIPTION

acctmerg reads its standard input and up to nine additional files, all in the
tacct format [see acct (4)] or an ASCII version thereof. It merges these in-
puts by adding records whose keys (normally user ID and name) are identi-
cal, and expects the inputs to be sorted on those keys. Options are:

-a Produce output in ASCII version of tacct.

-i Input files are in ASCII version of tacct.

‘P Print input with no processing.

-t Produce a single record that totals all input.

-u Summarize by user ID, rather than user ID and name.
-v Produce output in verbose ASCII format, with more

precise notation for floating point numbers.

The following sequence is useful for making “repairs” to any file kept in
this format:

EXAMPLES

acctmerg -v <filel >file2
edit file2 as desired ...
acctmerg -i <file2 >filel

SEE ALSO

acct(1M), acctems(1M), acctecom(1), acctecon(1M), acctpre(1M), acetsh(1M),
fwtmp(1M), runacct(1M), acct(2), acct(4), utmp(4).
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NAME

acctprel, acetpre2 - process accounting

SYNOPSIS

fusr/lib/acct/acctprel [ctmp]
fusr/lib/acct/acctprc2

DESCRIPTION

acctprel reads input in the form described by acct (4), adds login names cor-
responding to user IDs, then writes for each process an ASCII line giving
user ID, login name, prime CPU time (tics), non-prime CPU time (tics), and
mean memory size (in memory segment units). If ctmp is given, it is ex-
pected to contain a list of login sessions, in the form described in ac-

ctcon (1M), sorted by user ID and login name. If this file is not supplied, it
obtains login names from the password file. The information in c¢mp helps
it distinguish among different login names that share the same user ID.

acctpre2 reads records in the form written by acctprcl, summarizes them
by user ID and name, then writes the sorted summaries to the standard
output as total accounting records.

These commands are typically used as shown below:

acctprcl ctmp </usr/adm/pacct | acctprc2 >ptacct
FILES

/etc/passwd

SEE ALSO

acct(1M), acctems(1M), acctcom(1), acctcon(1M), acctmerg(1M), acctsh(1M),
cron(1M), fwtmp(1M), runacct(1M), acct(2), acct(4), utmp(4).

BUGS

Although it is possible to distinguish among login names that share user
IDs for commands run normally, it is difficult to do this for those commands
run from cron (1M), for example. More precise conversion can be done by
faking login sessions on the console via the acctwtmp program in acct (1M).

CAVEAT

A memory segment of the mean memory size is a unit of measure for the
number of bytes in a logical memory segment on a particular processor.
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NAME

chargefee, ckpacct, dodisk, lastlogin, monacct, nulladm, prctmp,
prdaily, prtacct, runacct, shutacct, startup, turnacct - shell
procedures for accounting

SYNOPSIS

fusr/lib/acct/chargefee login-name number
/usr/lib/acct/ckpacct [blocks]
fusr/lib/acct/dodisk [-0] [files ...]
fasr/lib/acct/lastlogin
/usr/lib/acct/monacct number
fusr/lib/acct/nulladm file
fusr/lib/acct/prctmp

/usr/lib/acct/prdaily [-1] [-c] [ mmdd ]
/usr/lib/acct/prtacct file [ heading ]
/usr/lib/acct/runacct [ mnmdd] [mmdd state]
/usr/lib/acct/shutacct [ reason ]
/usr/lib/acct/startup

/usr/lib/acct/turnacct on | off | switch

DESCRIPTION

chargefee can be invoked to charge a number of units to login-name. A
record is written to /usr/adm/fee, to be merged with other accounting
records during the night.

ckpacct should be initiated via cron (1M). It periodically checks the size of
/usr/adm/pacct. If the size exceeds blocks, 1000 by default, turnacct will
be invoked with argument switch. If the number of free disk blocks in the
fusr file system falls below 500, ckpacct will automatically turn off the col-
lection of process accounting records via the off argument to turnacct.
When at least this number of blocks is restored, the accounting will be ac-
tivated again. This feature is sensitive to the frequency at which ckpacct is
executed, usually by cron.

dodisk should be invoked by cron to perform the disk accounting functions.
By default, it will do disk accounting on the special files in /etc/checklist.
If the -0 flag is used, it will do a slower version of disk accounting by login
directory. Files specify the one or more filesystem names where disk ac-
counting will be done. If files are used, disk accounting will be done on
these filesystems only. If the -0 flag is used, files should be mount points of
mounted filesystem. If omitted, they should be the special file names of
mountable filesystems.

lastlogin is invoked by runacct to update /usr/adm/acct/sum/loginlog,
which shows the last date on which each person logged in.

monacct should be invoked once each month or each accounting period.
Number indicates which month or period it is. If number is not given, it
defaults to the current month (01-12). This default is useful if monacct is
to executed via cron (1M) on the first day of each month. monacct creates
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summary files in /usr/adm/acct/fiscal and restarts summary files in
/usr/adm/acct/sum.

nulladm creates file with mode 664 and insures that owner and group are
adm. It is called by various accounting shell procedures.

prctmp can be used to print the session record file (normally
/usr/adm/acct/nite/ctmp created by acctconl [see acctcon (1M)].

prdaily is invoked by runacct to format a report of the previous day’s ac-
counting data. The report resides in /usr/adm/acct/sum/rprtmmdd

where mmdd is the month and day of the report. The current daily account-
ing reports may be printed by typing prdaily. Previous days’ accounting
reports can be printed by using the mmdd option and specifying the exact
report date desired. The -1 flag prints a report of exceptional usage by login
id for the specifed date. Previous daily reports are cleaned up and there-
fore inaccessible after each invocation of monacct. The -c flag prints a
report of exceptional resource usage by command, and may be used on cur-
rent day’s accounting data only.

prtacct can be used to format and print any total accounting (tacct) file.

runacct performs the accumulation of connect, process, fee, and disk ac-
counting on a daily basis. It also creates summaries of command usage.
For more information, see runacct (1M).

shutacct should be invoked during a system shutdown (usually in
/etc [ shutdown) to turn process accounting off and append a “reason”
record to /etc/wtmp.

startup should be called by /ete/re to turn the accounting on whenever the
system is brought up.

turnacct is an interface to accton [see acct (1M)] to turn process accounting
on or off. The switch argument turns accounting off, moves the current
/usr/adm/pacct to the next free name in /usr/adm/pacctincr (where incr
is a number starting with 1 and incrementing by one for each additional
pacct file), then turns accounting back on again. This procedure is called
by ckpacct and thus can be taken care of by the cron and used to keep
pacct to a reasonable size.

FILES

/usr/adm/fee accumulator for fees

/usr/adm/pacct current file for per-process accounting

/usr/adm/pacct* used if pacct gets large and during execution of
daily accounting procedure

/etc/wtmp login/logoff summa

fusr/lib/acct/ptelus.awk i:on}:aigs the limits for exceptional usage by
ogin i

fusr/lib/acct/ptecms.awk  contains the limits for exceptional usage by
command name

/usr/adm/acct/nite workinf directory

fusr/lib/acct holds all accounting commands listed in
sub-class 1M of this manual

/usr/adm/acct/sum summary directory, should be saved
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SEE ALSO

acct(1M), acctems(1M), acctcom(1), acctcon(1M), acctmerg(1M), ac-
ctpre(1M), eron(1M), diskusg(1M), fwtmp(1M), runacct(1M), acct(2),
acct(4), utmp(4).
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NAME

captoinfo - convert a termcap description into a terminfo description
SYNOPSIS

captoinfo[-v..][-V][-1][ -w width] file ...
DESCRIPTION

captoinfo looks in file for termcap descriptions. For each one found, an
equivalent terminfo (4) description is written to standard output, along
with any comments found. A description which is expressed as relative to
another description (as specified in the termcap tc = field) will be reduced
to the minimum superset before being output.

If no file is given, then the environment variable TERMCAP is used for the
filename or entry. If TERMCAP is a full pathname to a file, only the terminal
whose name is specified in the environment variable TERM is extracted
from that file. If the environment variable TERMCAP is not set, then the file
/etc/termcap is read.

-v print out tracing information on standard error as the
program runs. Specifying additional -v options will
cause more detailed information to be printed.

-V print out the version of the program in use on standard
error and exit.

-1 cause the fields to print out one to a line. Otherwise,
the fields will be printed several to a line to a maxi-
mum width of 60 characters.

-w change the output to width characters.
FILES

fusr/lib/terminfo/?/*  compiled terminal description database
CAVEATS

Certain termcap defaults are assumed to be true. For example, the bell
character (terminfo bel ) is assumed to be ~G. The linefeed capability
(termcap nl) is assumed to be the same for both cursor_down and
scroll_forward (terminfo cudl and ind, respectively.) Padding informa-
tion is assumed to belong at the end of the string.

The algorithm used to expand parameterized information for termcap
fields such as cursor_position (termcap cm, terminfo cup ) will some-
times produce a string which, though technically correct, may not be op-
timal. In particular, the rarely used termcap operation %n will produce
strings that are especially long. Most occurrences of these non-optimal

strings will be flagged with a warning message and may need to be recoded
by hand.

The short two-letter name at the beginning of the list of names in a

termcap entry, a hold-over from an earlier version of the UNIX system, has
been removed.
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DIAGNOSTICS

tgetent failed with return code n (reason).

The termcap entry is not valid. In particular, check for
an invalid 'te=' entry.

unknown type given for the termcap code cc.

The termcap description had an entry for cc whose type
was not boolean, numeric or string.

wrong type given for the boolean (numeric, string) termcap code cc.

The boolean termcap entry cc was entered as a numeric
or string capability.

the boolean (numeric, string) termcap code cc is not a valid name.
An unknown termcap code was specified.
tgetent failed on TERM=term.

The terminal type specified could not be found in the
termcap file.

TERM=term: cap cc (info ii) is NULL: REMOVED

The termcap code was specified as a null string. The
correct way to cancel an entry is with an '@, as in
“bs@:’. Giving a null string could cause incorrect as-
sumptions to be made by the software which uses
termcap or terminfo.

a function key for cc was specified, but it already has the value vv.

When parsing the ko capability, the key cc was
specified as having the same value as the capability cc,
but the key cc already had a value assigned to if.

the unknown termcap name cc was specified in the ko termcap ca-
pability.
A key was specified in the ko capability which could
not be handled.
the vi character v (info ii) has the value xx, but ma gives n.

The ma capability specified a function key with a value
different from that specified in another setting of the
same key.

the unknown vi key v was specified in the ma termcap capability.

A vi (1) key unknown to captoinfo was specified in the
ma capability.

Warning: termcap sg (nn) and termcap ug (nn) had different values.

terminfo assumes that the sg (now xmc) and ug
values were the same.
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Warning: the string produced for ii may be inefficient.

The parameterized string being created should be
rewritten by hand.

Null termname given.

The terminal type was null. This is given if the environ-
ment variable TERM is not set or is null.

cannot open file for reading.
The specified file could not be opened.
SEE ALSO
infocmp(1M), tic(1M).
curses (3X), terminfo(4) in the Programmer’s Reference Manual.

NOTES

captoinfo should be used to convert termcap entries to terminfo (4) entries
because the termcap database (from earlier versions of UNIX System V)
may not be supplied in future releases.
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NAME
chroot - change root directory for a command

SYNOPSIS

/etc/chroot newroot command

DESCRIPTION

chroot causes the given command to be executed relative to the new root.
The meaning of any initial slashes (/) in the path names is changed for
the command and any of its child processes to newroot. Furthermore, upon
execution, the initial working directory is newroot.

Notice, however, that if you redirect the output of the command to a file:
chroot newroot command >x

will create the file x relative to the original root of the command, not the
new one.

The new root path name is always relative to the current root: even if a
chroot is currently in effect, the newroot argument is relative to the cur-
rent root of the running process.

This command can be run only by the super-user.

SEE ALSO
cd(1) in the D-NIX 5.3 Reference Manual.

chroot(2) in the Programmer’s Reference Manual.
BUGS

One should exercise extreme caution when referencing device files in the
new root file system.
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NAME

cpset - install object files in binary directories
SYNOPSIS

cpset [-0] object directory [mode owner group]
DESCRIPTION

cpset is used to install the specified object file in the given directory. The
mode, owner, and group, of the destination file may be specified on the com-
mand line. If this data is omitted, two results are possible:

If the user of cpset has administrative permissions (that is, the user’s
numerical ID is less than 100), the following defaults are provided:

mode 0755
owner bin
group bin

If the user is not an administrator, the default, owner, and group of the des-
tination file will be that of the invoker.

An optional argument of -0 will force cpset to move object to OLDobject in
the destination directory before installing the new object.

For example:

cpset echo /bin 0755 bin bin
cpset echo /bin
cpset echo /bin/echo

All the examples above have the same effect (assuming the user is an ad-
ministrator). The file echo will be copied into /bin and will be given 0755,
bin, bin as the mode, owner, and group, respectively.

cpset utilizes the file /usr/src/destinations to determine the final destina-
tion of a file. The locations file contains pairs of pathnames separated by
spaces or tabs. The first name is the "official" destination (for example:
/bin/echo). The second name is the new destination. For example, if echo is
moved from /bin to /usr/bin, the entry in /usr/src/destinations would be:

/bin/echo /usr/bin/echo

When the actual installation happens, cpset verifies that the "old" path-
name does not exist. If a file exists at that location, cpset issues a warning
and continues. This file does not exist on a distribution tape; it is used by
sites to track local command movement. The procedures used to build the
source will be responsible for defining the "official" locations of the source.

Cross Generation

The environment variable ROOT will be used to locate the destination file
(in the form $ROOT/usr/src/destinations). This is necessary in the cases
where cross generation is being done on a production system.

SEE ALSO
install(1M), make(1), mk(8).

A AT&T Administrator's Reference Manual 1



CPSET(1M) CPSET(1M)

2 AT&T Administrator’s Reference Manual A



FUSER(1M) FUSER(1M)

NAME

fuser - identify processes using a file or file structure
SYNOPSIS

fetc/fuser [ -ku ] files | resources [ - ] [[ -ku ] files | resources]
DESCRIPTION

fuser outputs the process s of the processes that are using the files or
remote resources specified as arguments. Each process b is followed by a
letter code, interpreted as follows: if the process is using the file as 1) its
current directory, the code is ¢, 2) the parent of its current directory (only
when the file is being used by the system), the code is p, or 3) its root direc-
tory, the code is r. For block special devices with mounted file systems, all
processes using any file on that device are listed. For remote resource
names, all processes using any file associated with that remote resource
(Remote File Sharing) are reported. (fuser cannot use the mount point of
the remote resource; it must use the resource name.) For all other types of
files (text files, executables, directories, devices, etc.) only the processes
using that file are reported.

The following options may be used with fuser:

-u the user login name, in parentheses, also follows the
process ID.
-k the SIGKILL signal is sent to each process. Since this op-

tion spawns kills for each process, the kill messages
may not show up immediately [see kill (2)].

If more than one group of files are specified, the options may be respecified
for each additional group of files. A lone dash cancels the options currently
in force; then, the new set of options applies to the next group of files.

The process IDs are printed as a single line on the standard output,
separated by spaces and terminated with a single new line. All other out-
put is written on standard error.

You cannot list processes using a particular file from a remote resource
mounted on your machine. You can only use the resource name as an argu-
ment.

SEE ALSO

mount(1M), ps(1) in the D-NIX 5.3 Reference Manual.
kill(2), signal(2) in the Programmer’s Reference Manual.
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NAME
fwtmp, witmpfix - manipulate connect accounting records

SYNOPSIS

fusr/lib/acct/fwtmp [-ic]
fusr/lib/acct/wtmpfix [files]

DESCRIPTION
fwtmp

fwtmp reads from the standard input and writes to the standard output,
converting binary records of the type found in wtmp to formatted ASCII
records. The ASCII version is useful to enable editing, via ed (1), bad
records or general purpose maintenance of the file.

The argument -ic is used to denote that input is in ASCII form, and output
is to be written in binary form.

wtmpfix

wtmpfix examines the standard input or named files in wtmp format, cor-
rects the time/date stamps to make the entries consistent, and writes to
the standard output. A - can be used in place of files to indicate the stan-
dard input. If time/date corrections are not performed, acctconl will fault
when it encounters certain date-change records.

Each time the date is set, a pair of date change records are written to
/etc/wtmp. The first record is the old date denoted by the string old time
placed in the line field and the flag OLD_TIME placed in the type field of the
utmp.h structure. The second record specifies the new date and is denoted
by the string new time placed in the line field and the flag NEW_TIME
placed in the type field. wtmpfix uses these records to synchronize all time
stamps in the file.

In addition to correcting time/date stamps, wtmpfix will check the validity
of the name field to ensure that it consists solely of alphanumeric charac-
ters or spaces. If it encounters a name that is considered invalid, it will
change the login name to INVALID and write a diagnostic to the standard
error. In this way, wtmpfix reduces the chance that acctconl will fail when
processing connect accounting records.

FILES

/ete/wtmp
fusr/includefutmp.h

SEE ALSO

acct(1M), acctems(1M), acectcom(1), acctcon(1M), acctmerg(1M), ac-
ctpre(1M), acctsh(1M), runacct(1M), ed(1), acet(2), acct(4), utmp(4).
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NAME
helpadm - make changes to the Help Facility database

SYNOPSIS
/etc/helpadm
DESCRIPTION

The UNIX system Help Facility Administration command, helpadm, allows
UNIX system administrators and command developers to define the content
of the Help Facility database for specific commands and to monitor use of
the Help Facility. The helpadm command can only be executed by login
root, login bin, or a login that is a member of group bin.

The helpadm command prints a menu of 3 types of Help Facility data
which can be modified, and 2 choices relating to monitoring use of the Help
Facility. The five choices are:

- modify startup data
- add, modify, or delete a glossary term

- add, modify, or delete command data (description, options, examples,
and keywords)

- prevent monitoring use of the Help Facility (login root and login bin only)
+ permit monitoring use of the Help Facility (login root and login bin only)

The user may make one of the above choices by entering its corresponding
letter (given in the menu), or may exit to the shell by typing q (for "quit").

If one of the first three choices is chosen, then the user is prompted for ad-
ditional information; specifically, which startup screen, glossary term
definition, or command description is to be modified. The user may also be
prompted for information to identify whether the changes to the database
are additions, modifications, or deletions. If the user is modifying existing
data or adding new data, then they are prompted to make the appropriate
modifications/additions. If the user is deleting a glossary term or a com-
mand from the database, then they must respond affirmatively to the next
query in order for the deletion to be done. In any case, before the user’s
changes are final, they must respond affirmatively when asked whether
they are sure they want their requested database changes to be done.

By default, helpadm will put the user into ed (1) to make addi-
tions/modifications to database information. If the user wishes to be put
into a different editor, then they should set the environment variable
EDITOR in their environment to the desired editor, and then export EDITOR.

If the user chooses to monitor/prevent monitoring use of the Help Facility,
the choice made is acted on with no further interaction by the user.
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SEE ALSO
ed(1), glossary(1), help(1), locate(1), starter(l), usage(1).

WARNINGS

When the UNIX system is delivered to a customer, /etc/profile exports the
environment variable LOGNAME . If /etc/profile has been changed so that
LOGNAME is not exported, then the options to monitor/prevent monitoring
use of the Help Facility may not work properly.

FILES
HELPLOG fusr/lib/hel p/HELPLOG
helpclean fusr/lib/help/helpclean
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NAME

holidays - format of the holiday table used by accounting

DESCRIPTION

The file /usr/lib/acct/holidays contains the prime/nonprime table for the
accounting system. The table should be edited to reflect your location’s
holiday schedule for the year. The format is composed of three types of
entries:

1.

2.

Comment Lines: Comment lines may appear anywhere in the file as
long as the first character in the line is an asterisk.

Year Designation Line: This line should be the first data line (noncom-
ment line) in the file and must appear only once. The line consists of
three fields of four digits each (leading white space is ignored). For ex-
ample, to specify the year as 1982, prime time at 9:00 a.m., and nonpri-
me time at 4:30 p.m., the following entry would be appropriate:

1982 0900 1630

A special condition allowed for in the time field is that the time 2400 is
automatically converted to 0000.

Company Holidays Lines: These entries follow the year designation li-
ne and have the following general format:

ay-of-year Month Day Description of Holiday
The day-of-year field is number in the range of 1 through 366 indica-
ting the day for the corresponding holiday (leading white space is igno-
red). The other three fields are actually commentary and are not
currently used by other programs.
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NAME

id - print user and group IDs and names
SYNOPSIS

id
DESCRIPTION

id outputs the user and group Ips and the corresponding names of the in-
voking process. If the effective and real IDs are different, both are printed.

SEE ALSO

logname(1) in the D-NIX 6.3 Reference Manual.
getuid(2) in the Programmer’s Reference Manual.

A AT&T Administator’s Reference Manual 1



ID(1M) ID(1M)

2 AT&T Administator’'s Reference Manual A



INFOCMP(1M) INFOCMP(1M)

NAME

infocmp - compare or print out terminfo descriptions

SYNOPSIS

infocmp[-d]1[-c1[-n][-I]1[-L1[-C1[-r]1[-ul[-sd]i|l|c]
[-v]I[-V]1[-1][-wuwidth][-Adirectory][ -B directory] [termname ...]

DESCRIPTION

infocmp can be used to compare a binary terminfo (4) entry with other ter-
minfo entries, rewrite a terminfo (4) description to take advantage of the
use = terminfo field, or print out a terminfo (4) description from the binary
file (term (4)) in a variety of formats. In all cases, the boolean fields will be
printed first, followed by the numeric fields, followed by the string fields.

Default Options

If no options are specified and zero or one termnames are specified, the -I
option will be assumed. If more than one termname is specified, the -d op-
tion will be assumed.

Comparison Options [-d] [-c] [-n]

infocmp compares the terminfo (4) description of the first terminal
termname with each of the descriptions given by the entries for the other
terminal’s termnames. If a capability is defined for only one of the ter-
minals, the value returned will depend on the type of the capability: F for
boolean variables, -1 for integer variables, and NULL for string variables.

-d produce a list of each capability that is different. In
this manner, if one has two entries for the same ter-
minal or similar terminals, using infocmp will show
what is different between the two entries. This is some-
times necessary when more than one person produces
an entry for the same terminal and one wants to see
what is different between the two.

-Cc produce a list of each capability that is common be-
tween the two entries. Capabilities that are not set are
ignored. This option can be used as a quick check to see
if the -u option is worth using.

-n produce a list of each capability that is in neither entry.
If no termnames are given, the environment variable
TERM will be used for both of the termnames. This can
be used as a quick check to see if anything was left out
of the description.

Source Listing Options [-I] [-L] [-C] [-r]

The -I,-L,and -C options will produce a source listing for each terminal
named.

-I use the terminfo (4) names
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-L use the long C variable name listed in <term.h>
-C use the termcap names
-r when using -C, put out all capabilities in termcap form

If no termnames are given, the environment variable TERM will be used for
the terminal name.

The source produced by the -C option may be used directly as a termcap
entry, but not all of the parameterized strings may be changed to the
termcap format. infocmp will attempt to convert most of the parameterized
information, but that which it doesn’t will be plainly marked in the output
and commented out. These should be edited by hand.

All padding information for strings will be collected together and placed at
the beginning of the string where termcap expects it. Mandatory padding
(padding information with a trailing ’/) will become optional.

All termcap variables no longer supported by terminfo (4), but which are
derivable from other terminfo (4) variables, will be output. Not all termin-
fo (4) capabilities will be translated; only those variables which were part
of termcap will normally be output. Specifying the -r option will take off
this restriction, allowing all capabilities to be output in termcap form.

Note that because padding is collected to the beginning of the capability,
not all capabilities are output, mandatory padding is not supported, and
termcap strings were not as flexible, it is not always possible to convert a
terminfo (4) string capability into an equivalent termcap format. Not all of
these strings will be able to be converted. A subsequent conversion of the
termcap file back into terminfo (4) format will not necessarily reproduce
the original terminfo (4) source.

Some common terminfo parameter sequences, their termcap equivalents,
and some terminal types which commonly have such sequences, are:

Terminfo Termcap Representative Terminals
%plc %. adm

%pl%d %d hp, ansi standard, vt100
%pl1%'x'%+%c %+X concept

%1 oi ANsI standard, vt100
%pl%?%'x' %> %t Topl%’y' To+%;  To>Xy concept

%p2 is printed before %pl %r hp

Use= Option [-u]

-u produce a terminfo (4) source description of the first ter-
minal termname which is relative to the sum of the
descriptions given by the entries for the other ter-
minals termnames . It does this by analyzing the dif-
ferences between the first termname and the other
termnames and producing a description with use=
fields for the other terminals. In this manner, it is pos-
sible to retrofit generic terminfo entries into a
terminal’s description. Or, if two similar terminals
exist, but were coded at different times or by different
people so that each description is a full description,
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using infocmp will show what can be done to change
one description to be relative to the other.

A capability will get printed with an at-sign (@) if it no longer exists in the
first termname,but one of the other termname entries contains a value for
it. A capability’s value gets printed if the value in the first termname is not
found in any of the other termname entries, or if the first of the other
termname entries that has this capability gives a different value for the
capability than that in the first termname.

The order of the other termname entries is significant. Since the terminfo
compiler tic (1M) does a left-to-right scan of the capabilities, specifying two
use= entries that contain differing entries for the same capabilities will
produce different results depending on the order that the entries are given
in. infocmp will flag any such inconsistencies between the other termname
entries as they are found.

Alternatively, specifying a capability after a use= entry that contains that
capability will cause the second specification to be ignored. Using infocmp
to recreate a description can be a useful check to make sure that every-
thing was specified correctly in the original source description.

Another error that does not cause incorrect compiled files, but will slow
down the compilation time, is specifying extra use= fields that are super-
fluous. infocmp will flag any other termname use= fields that were not

needed.
Other Options [-s d|i|l|c] [-v] [-V] [-1] [-w width]

-8 sort the fields within each type according to the argu-
ment below:

d leave fields in the order that they are stored in the ter-
minfo database.

i sort by terminfo name.

1 sort by the long C variable name.

c sort by the termcap name.

If no -s option is given, the fields printed out will be sorted alphabetically
by the terminfo name within each type, except in the case of the -C or the
-L options, which cause the sorting to be done by the termcap name or the
long C variable name, respectively.

-v print out tracing information on standard error as the
program runs.

-V print out the version of the program in use on standard
error and exit.

-1 cause the fields to printed out one to a line. Otherwise,
the fields will be printed several to a line to a maxi-
mum width of 60 characters.

-w change the output to width characters.
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Changing Databases [-A directory] [-B directory]

The location of the compiled terminfo (4) database is taken from the en-
vironment variable TERMINFoO. If the variable is not defined, or the ter-
minal is not found in that location, the system terminfo (4) database,
usually in /usr/lib/terminfo, will be used. The options -A and -B may be
used to override this location. The -A option will set TERMINFO for the first
termname and the -B option will set TERMINFO for the other termnames.
With this, it is possible to compare descriptions for a terminal with the
same name located in two different databases. This is useful for comparing
descriptions for the same terminal created by different people. Otherwise
the terminals would have to be named differently in the terminfo (4)
database for a comparison to be made.

FILES
fusr/lib/terminfo/?/*  compiled terminal description database

DIAGNOSTICS

malloc is out of space!

There was not enough memory available to process all
the terminal descriptions requested. Run infocmp
several times, each time including a subset of the
desired termnames.

use= order dependency found:

A value specified in one relative terminal specification
was different from that in another relative terminal
specification.

‘use=term’ did not add anything to the description.

A relative terminal name did not contribute anything
to the final description.

must have at least two terminal names for a comparison to be done.

The -u,-d and -c options require at least two terminal

names.

SEE ALSO
tic(1M), curses(3X), term(4), terminfo(4) in the Programmer’s Reference
Manual.

captoinfo(1M) in the Administrator’s Reference Manual.
NOTE

The termcap database (from earlier releases of UNIX System V) may not be
supplied in future releases.
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NAME
install - install commands

SYNOPSIS

/etc/install [ -cdiral [ -£dirb] [ -1 1[ -ndirc] [ -m mode] [ -u user]
[-g groupl[ -0 1l -8 ]file [dirs...]

DESCRIPTION

The install command is most commonly used in “makefiles” [See make (1)]
to install a file (updated target file) in a specific place within a file system.
Each file is installed by copying it into the appropriate directory, thereby
retaining the mode and owner of the original command. The program
prints messages telling the user exactly what files it is replacing or creat-
ing and where they are going.

If no options or directories ( dirx ...) are given, install will search a set of
default directories ( /bin, /usr/bin, /etc, /1ib, and /usr/lib, in that order)
for a file with the same name as file. When the first occurrence is found, in-
stall issues a message saying that it is overwriting that file with file, and
proceeds to do so. If the file is not found, the program states this and exits
without further action.

If one or more directories (dirx ...) are specified after file, those directories
will be searched before the directories specified in the default list.

The meanings of the options are:

-cdira Installs a new command (file) in the directory specified
by dira, only if it is not found. If it is found, install is-
sues a message saying that the file already exists, and
exits without overwriting it. May be used alone or with
the -8 option.

-fdird Forces file to be installed in given directory, whether or
not one already exists. If the file being installed does
not already exist, the mode and owner of the new file
will be set to 765 and bin, respectively. If the file al-
ready exists, the mode and owner will be that of the al-
ready existing file. May be used alone or with the -0 or
-8 options.

51 Ignores default directory list, searching only through
the given directories (dirx ...). May be used alone or
with any other options except -c and -f.

-ndirc If file is not found in any of the searched directories, it
is put in the directory specified in dirc. The mode and
owner of the new file will be set to 755 and bin, respec-
tively. May be used alone or with any other options ex-
cept -c and -f.

-m mode The mode of the new file is set to mode. Only available
to the superuser.
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-u user

-g group

-0

SEE ALSO
make(1).

INSTALL(1M)

The owner of the new file is set to user. Only available
to the superuser.

The group id of the new file is set to group. Only avail-
able to the superuser.

If file is found, this option saves the “found” file by copy-
ing it to OLDfile in the directory in which it was found.
This option is useful when installing a frequently used
file such as /bin/sh or /etc/getty, where the existing
file cannot be removed. May be used alone or with any
other options except -c.

Suppresses printing of messages other than error mes-
sages. May be used alone or with any other options.
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NAME

link, unlink - link and unlink files and directories
SYNOPSIS

/ete/link filel file2

/etc/unlink file
DESCRIPTION

The link command is used to create a file name that points to another file.
Linked files and directories can be removed by the unlink command;
however, it is strongly recommended that the rm (1) and rmdir (1) com-
mands be used instead of the unlink command.

The only difference between In (1) and link /unlink is that the latter do ex-
actly what they are told to do, abandoning all error checking. This is be-
cause they directly invoke the link (2) and unlink (2) system calls.

SEE ALSO
rm(1) in the D-NIX 6.3 Reference Manual.

link(2), unlink(2) in the Programmer’s Reference Manual.
WARNINGS

These commands can be run only by the super-user.
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NAME
pweck, grpck - password/group file checkers
SYNOPSIS

Jetc/pwek [file]
/etc/grpck [file]

DESCRIPTION

pweck scans the password file and notes any inconsistencies. The checks in-
clude validation of the number of fields, login name, user 1, group Ip, and
whether the login directory and the program-to-use-as-Shell exist. The
default password file is /etc/passwd.

grpck verifies all entries in the group file. This verification includes a
check of the number of fields, group name, group Ip, and whether all login
names appear in the password file. The default group file is /etc/group.

FILES

/ete/group
/ete/passwd

SEE ALSO
group(4), passwd(4) in the Programmer’s Reference Manual.
DIAGNOSTICS

Group entries in /etc/group with no login names are flagged.
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NAME

runacct - run daily accounting

SYNOPSIS
/usr/lib/acct/runacct [mmdd [state]]

DESCRIPTION

runacct is the main daily accounting shell procedure. It is normally in-
itiated via cron (1M). runacct processes connect, fee, disk, and process ac-
counting files. It also prepares summary files for prdaily or billing
purposes.

runacct takes care not to damage active accounting files or summary files
in the event of errors. It records its progress by writing descriptive diagnos-
tic messages into active. When an error is detected, a message is written to
/dev/console, mail [see mail (1)] is sent to root and adm, and runacct ter-
minates. runacct uses a series of lock files to protect against re-invocation.
The files lock and lockl are used to prevent simultaneous invocation, and
lastdate is used to prevent more than one invocation per day.

runacct breaks its processing into separate, restartable states using
statefile to remember the last state completed. It accomplishes this by writ-
ing the state name into statefile. runacct then looks in statefile to see what
it has done and to determine what to process next. States are executed in
the following order: '

SETUP Move active accounting files into working files.

WTMPFIX Verify integrity of wtmp file, correcting date changes if
necessary.

CONNECT!1 Produce connect session records in ctmp.h format.

CONNECT2 Convert ctmp.h records into tacct.h format.

PROCESS Convert process accounting records into tacct.h format.

MERGE Merge the connect and process accounting records.

FEES Convert output of chargefee into tacct.h format and
merge with connect and process accounting records.

DISK Merge disk accounting records with connect, process,
and fee accounting records.

MERGETACCT Merge the daily total accounting records in daytacct
with the summary total accounting records in
/usr/adm/acct/sum/tacct.

CMS Produce command summaries.

USEREXIT Any installation-dependent accounting programs can
be included here.

CLEANUP Cleanup temporary files and exit.

To restart runacct after a failure, first check the active file for diagnostics,
then fix up any corrupted data files such as pacct or wtmp. The lock files
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and lastdate file must be removed before runacct can be restarted. The ar-
gument mmdd is necessary if runacct is being restarted, and specifies the
month and day for which runacct will rerun the accounting. Entry point
for processing is based on the contents of statefile; to override this, include
the desired state on the command line to designate where processing
should begin.

EXAMPLES

To start runacct.
nohup runacct 2> /usr/adm/acct/nite/fd2log &
To restart runacct.
nohup runacct 0601 2>> /usr/adm/acct/nite/fd2log &
To restart runacct at a specific state.
nohup runacct 0601 MERGE 2>> /usr/adm/acct/nite/fd2log

FILES

/ete/wtmp

/usr/adm/pacect*
fusr/src/ecmd/acct/tacet.h
/usr/src/cmd/acct/ctmp.h
fusr/adm/acct/nite/active
/usr/adm/acct/nite/daytacct
/usr/adm/acct/nite/lock
/usr/adm/acct/nite/lockl
/usr/adm/acet/nite/lastdate
fusr/adm/acct/nite/statefile
/usr/adm/acct/nite/ptacct*. mmdd

SEE ALSO

acct(1M), acctems(1M), acetcom(1), acetcon(1M), acctmerg(1M), ac-
ctpre(1M), acctsh(1M), cron(1M), fwtmp(1M), mail(1), acct(2), acct(4),
utmp(4).

BUGS

Normally it is not a good idea to restart runacct in the SETUP state. Run
SETUP manually and restart via:

runacct mmdd WTMPFIX

If runacct failed in the PROCESS state, remove the last ptacct file because it
will not be complete.
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NAME
sar: sal, sa2, sadc - system activity report package
SYNOPSIS

fusr/lib/sa/sadc [t n] [ofile]
/usr/lib/sa/sal [t n]
fusr/lib/sa/sa2 [ -ubdycwaqvmprSDA ][ -8 time] [ -e time] [ -i sec]

DESCRIPTION

System activity data can be accessed at the special request of a user (see
sar (1)) and automatically on a routine basis as described here. The operat-
ing system contains a number of counters that are incremented as various
system actions occur. These include counters for cpu utilization, buffer
usage, disk and tape 1/0 activity, TTy device activity, switching and system-
call activity, file-access, queue activity, inter-process communications,
paging and Remote File Sharing.

sadc and shell procedures, sal and sa2, are used to sample, save, and
process this data.

sadc, the data collector, samples system data n times every ¢ seconds and
writes in binary format to ofile or to standard output. If ¢ and n are
omitted, a special record is written. This facility is used at system boot
time, when booting to a multiuser state, to mark the time at which the
counters restart from zero. For example, the /etc/init.d/perf file writes the
restart mark to the daily data by the command entry:

su sys -c "/usr/lib/sa/sadc /usr/adm/sa/sa\*‘date +%d\*‘"

The shell script sal, a variant of sadc, is used to collect and store data in bi-
nary file /usr/adm/sa/sadd where dd is the current day. The arguments ¢
and n cause records to be written n times at an interval of ¢ seconds, or
once if omitted. The entries in /usr/spool/cron/crontabs/sys (see cron
1M)):

0 * » » 0-6 /usr/lib/sa/sal
20,40 8-17 * * 1-5 /usr/lib/sa/sal

will produce records every 20 minutes during working hours and hourly
otherwise.

The shell script sa2, a variant of sar (1), writes a daily report in file
fusr/adm/sa/sardd. The options are explained in sar (1). The
usr/spool/cron/crontabs/sys entry:

5 18 * * 1-5 /usr/lib/sa/sa2 -s 8:00 -e 18:01 -i 1200 -A
will report important activities hourly during the working day.

FILES

jusr/adm/sa/sadd daily data file
/usr/adm/sa/sardd  daily report file
/tmp/sa.adrfl address file
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SEE ALSO
cron(1M), sar(1) in the D-NIX 6.3 Reference Manual.
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NAME

trenter - enter a trouble report
SYNOPSIS

trenter [-s]
DESCRIPTION

trenter resides on any machine that must submit machinereadable trouble
reports to Customer Support. It prompts the user for the data needed to
enter the report, and allows for correction of previously entered data,
either in-line, or by invoking a text editor. trenter also allows users to
specify (in a file), default values for fields that will likely remain constant
across reports, such as name, address, company name, etc. In addition,
facilities are provided to assist local administrators in handling trouble
report flow on their systems.

Fields and Values

Trouble reports consist simply of fields and associated values. Each field
has a field name, by which it may be referenced. When invoked, trenter
prompts for values for the trouble report’s fields. The following table lists
the prompts that are issued, along with their corresponding field names.
All fields accept one line of input, except for the problem description, which
is a multi-line field, terminated with a line consisting of only “.”. The items
marked with a star (*) are explained below.

These first nine fields identify the originator of the report.
+ Name (NAME) (*)

« Company (CO) (*)

+ Phone (PHONE) (*)

+ Room Number (ROOM) (*)

+ Address (ADDR) (*)

- City (c1TY) ()

- State (STATE) (*)

+ Zip Code (ZIP) (*)

« Country (COUNTRY) (*)

These two fields are AT&T-assigned numbers to identify the customer and
the specific site.

« Customer ID (CID) (*)

« Site ID (SID) (*)
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The next two fields identify the processor on which the problem occurred.
+ CPU serial number (CPUNO) (*)

+ Machine type (MACH)

The following fields identify the area in which the problem occurred.

+ Trouble Report Type (TYPE) Valid responses: doc (documentation), enh
(enhancement), cs (customer support), fw (firmware), hdw (hardware),
sw (software), or unk (unknown).

+ AT&T Product Name (PROD) Examples: UNIX, BASIC, etc.

+ Operating system release (0S_REL) (*) The release of the UNIX system on
which the problem occurred.

+ Product release (PROD_REL) The release of the product given in response
to the AT&T product prompt. If product is unix, this prompt is not issued.

The remaining fields define the body of the trouble report.
« Severity (SEV) The severity of the problem (1-4).

+ Required date (RDATE) If the severity of the report is 2, the required date
for the fix is prompted. The date given must be at least one week from
the date of the trouble report.

- Abstract (ABS) One-line description of the problem.

+ Description (DESC) Full description of the problem. Note that description
input will not be passed through nroff; however, trenter will recognize
the macros .ES and .EE (example start, example end) indicating an
indented example (these may be nested).

+ Attachments (yes or no) (ATT)
If ? is given in response to a prompt, a message explaining the field will be

printed.

If trenter receives an interrupt during prompting, the trouble report will be
aborted.

After a trouble report has been completed, the user is given an opportunity
to edit any data that has been supplied. Next, a reprint of the trouble
report just entered may be requested. Finally, the user is asked whether
another report is to be entered. If so, the values for the starred items in the
field table above will be carried over from the first report.

Editing Field Values

In order to provide editing while responding to prompts, the following es-
capes are recognized on input:
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-field Return to a field for which data has previously been
supplied. If the field name is not specified, return to
the previous field. The value already assigned to the
field is printed, and the user may enter either new
data, or another editing command.

le Invoke the editor ed (1) with any text already supplied
for the current prompt in the edit buffer (an alternate
editor can be specified: see "Specifying Default Values"
below).

> Move down to the first unfilled field. This is useful, for
example, when the - command has been used to fix a
single field near the top of the report, and the user
wishes to quickly return to the point where they left off.

=field Print the value currently assigned to the given field.
” Print a summary of editing functions.
Editing commands are only recognized when they appear at the beginning
of the input line; they may be escaped using a backslash (\).

Specifying Default Values

Users may provide default values for any fields marked with (*) above.
These values are specified in a file .trdef in the user’s home directory.
Entries in this file are of form:

field=value

where field is a field name from the table above.

The editor to be used for field editing can be overridden with a .trdef entry
by assigning the name of the desired program to the field EDITOR.

During prompting, trenter will print any values supplied for fields from a
.trdef file. By default, it will stop at each such field and wait for either a
carriage return (indicating confirmation), an edit command, or new data. If
invoked with a -8 option, trenter will print the supplied values, but will not
stop for confirmation.

Default values specified in .trdef files may be changed, on a per-report
basis, using the editing functions described above.

FILES

.trdef default value file
fusr/spool/trenter spool directory
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NAME

uucheck - check the uucp directories and permissions file
SYNOPSIS

fusr/lib/uucp/uucheck [ -v ] [ -xdebug_level ]
DESCRIPTION

uucheck checks for the presence of the uucp system required files and direc-
tories. Within the uucp makefile, it is executed before the installation

takes place. It also checks for some obvious errors in the Permissions file
(fusr/lib/uucp/Permissions). When executed with the -v option, it gives a
detailed explanation of how the uucp programs will interpret the Permis-
sions file. The -x option is used for debugging. debug-option is a single digit
in the range 1-9; the higher the value, the greater the detail.

Note that uucheck can only be used by the super-user or uucp.
FILES

fusr/libfuucp/Systems
fusr/libfuucp/Permissions
fusr/lib/uucp/Devices
fusr/lib/uucp/Maxuuscheds
fusr/libjuucp/Maxuuxqts
fusr/spool/uuep/*
fusr/spool/locks/LCK*
fusr/spool/uucppublic/*

SEE ALSO

uucico(1M), uusched(1M).

uucp(1C), uustat(1C), uux(1C) in the User’s Reference Manual.
BUGS

The program does not check file/directory modes or some errors in the Per-
missions file such as duplicate login or machine name.
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NAME

uucico - file transport program for the uucp system

SYNOPSIS

jusr/lib/uucp/uucico [ -r role_number ] [ -x debug_level ]
[ -iinterface ][ -d spool_directory ] -8 system_name

DESCRIPTION

uucico is the file transport program for uucp work file transfers. Role num-
bers for the -r are the digit 1 for master mode or 0 for slave mode (default).
The -r option should be specified as the digit 1 for master mode when
uucico is started by a program or cron. uux and uucp both queue jobs that
will be transferred by uucico. It is normally started by the scheduler, wus-
ched,but can be started manually; this is done for debugging. For example,
the shell uutry starts uucico with debugging turned on. A single digit must
be used for the -x option with higher numbers for more debugging.

The -i option defines the interface used with uucico. This interface only af-
fects slave mode. Known interfaces are UNIX (default), TLI (basic Transport
Layer Interface), and TLIS (Transport Layer Interface with Streams
modules, read/write).

FILES

fusr/lib/uucp/Systems
fusr/libfaucp/Permissions
fusr/lib/uucp/Devices
fusr/libfuucp/Devconfig
fusr/libfuucp/Sysfiles
fusr/libfuucp/Maxuuxqts
fusr/lib/uucp/Maxuuscheds
fusr/spool/uucp/*
fusr/spool/locks/LCK*
fusr/spool/uucppublic/*

SEE ALSO

cron(1M), uusched(1M), uutry(1M).
uucp(1C), uustat(1C), uux(1C) in the User’s Reference Manual.
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NAME

uucleanup - uucp spool directory clean-up

SYNOPSIS
fusr/lib/uucp/uucleanup [ -Ctime ] [ -Wtime ] [ -Xtime ] [ -mstring ]
[ -otime ] [ -ssystem ]

DESCRIPTION

uucleanup will scan the spool directories for old files and take appropriate
action to remove them in a useful way:

+ Inform the requestor of send/receive requests for systems that can not be
reached.

+ Return mail, which cannot be delivered, to the sender.

+ Delete or execute rnews for rnews type files (depending on where the
news originated--locally or remotely).

+ Remove all other files.

In addition, there is provision to warn users of requests that have been
waiting for a given number of days (default 1). Note that uucleanup will
process as if all option times were specified to the default values unless
time is specifically set.

The {silowing options are available.

-Ctime Any C. files greater or equal to time days old will be
removed with appropriate information to the requestor.
(default 7 days)

-Dtime Any D. files greater or equal to time days old will be

removed. An attempt will be made to deliver mail mes-
sages and execute rnews when appropriate. (default 7
days)

-Wtime Any C. files equal to time days old will cause a mail
message to be sent to the requestor warning about the
delay in contacting the remote. The message includes
the JOBID, and in the case of mail, the mail message.
The administrator may include a message line telling
whom to call to check the problem (-m option). (default
1 day)

-Xtime Any X. files greater or equal to time days old will be
removed. The D. files are probably not present (if they
were, the X. could get executed). But if there are D.
files, they will be taken care of by D. processing.
(default 2 days)

-msiring This line will be included in the warning message
generated by the -W option.
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-otime Other files whose age is more than time days will be
deleted. (default 2 days) The default line is "See your
local administrator to locate the problem".

-ssystem Execute for system spool directory only.

-xdebug _level The -x debug level is a single digit between 0 and 9;
higher numbers give more detailed debugging informa-
tion. (If uucleanup was compiled with -DSMALL, no
debugging output will be available.).

This program is typically started by the shell uudemon.cleanup, which
should be started by cron (1M).

FILES
fusr/lib/uucp directory with commands used by uucleanup internally
fusr/spool/uucp spool directory

SEE ALSO
cron(1M).

uucp(1C), uux(1C) in the User’s Reference Manual.
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NAME

uusched - the scheduler for the uucp file transport program
SYNOPSIS

fusr/lib/uucp/uusched [ -x debug_level ] [ -u debug_level ]
DESCRIPTION

uusched is the uucp file transport scheduler. It is usually started by the
daemon uudemon.hour that is started by cron (1M) from an entry in
jusr/spool/cron/crontab:

39 * » » » /bin/su uucp -c "/usr/lib/uucp/uudemon.hour > /dev/null’

The two options are for debugging purposes only; -x debug_level will out-
put debugging messages from uusched and -u debug_level will be passed as
-x debug_level to uucico. The debug_level is a number between 0 and 9;
higher numbers give more detailed information.

FILES

fusr/libfaucp/Systems
fusr/lib/uucp/Permissions
fusr/lib/uucp/Devices
fusr/spool/uucp/*
fusr/spool/locks/LCK*
fusr/spool/uucppublic/*

SEE ALSO

cron(1M), uucico(1M).
uucp(1C), uustat(1C), uux(1C) in the User’s Reference Manual.
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NAME
Uutry - try to contact remote system with debugging on

SYNOPSIS
fusr/lib/uucp/Uutry [ -x debug _level ] [ -r ] system_name
DESCRIPTION

Uutry is a shell that is used to invoke uucico to call a remote site. Debug-
ging is turned on (default is level 5); -x will override that value. The -r
overrides the retry time in /usr/spool/uucp/.status. The debugging out-
put is put in file /tmp/system_name. A tail -f of the output is executed. A
DELETE or BREAK will give control back to the terminal while the uucico
continues to run, putting its output in /tmp/system_name.

FILES

fusr/libArucp/Systems
fusr/lib/uucp/Permissions
fusr/lib/uucp/Devices
fusr/libfuucp/Maxuuxqts
fusr/lib/fuuecp/Maxuuscheds
fusr/spoolfuucp/*
fusr/spool/locks/LCK*
fusr/spool/fuucppublic/*
/tmp/system_name

SEE ALSO

uucico(1M).

uuep(1C), uux(1C) in the User’s Reference Manual.
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NAME

uuxqt - execute remote command requests
SYNOPSIS

fusr/lib/uucp/uuxqt [ -8 system ][ -x debug_level ]
DESCRIPTION

uuxqt is the program that executes remote job requests from remote sys-
tems generated by the use of the uux command. (mail uses uux for remote
mail requests). uuxqt searches the spool directories looking for X. files. For
each X. file, uuxgt checks to see if all the required data files are available
and accessible, and file commands are permitted for the requesting system.
The Permissions file is used to validate file accessibility and command ex-
ecution permission.

There are two environment variables that are set before the uuxgt com-
mand is executed:

UU_MACHINE is the machine that sent the job (the previous one).
UU_USER is the user that sent the job.

These can be used in writing commands that remote systems can execute
to provide information, auditing, or restrictions.

The -x debug_level is a single digit between 0 and 9. Higher numbers give
more detailed debugging information.

FILES

fusr/lib/uucp/Permissions
fusr/libfaucp/Maxuuxqts
fusr/spool/fuucp/*
fusr/spool/locks/LCK*

SEE ALSO
uucico(1M).
uucp(1C), uustat(1C), uux(1C), mail(l) in the User’s Reference Manual.
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NAME
whodo - who is doing what

SYNOPSIS
/etc/whodo

DESCRIPTION

whodo produces formatted and dated output from information in the
/etc/utmp and /etc/ps_data files.

The display is headed by the date, time and machine name. For each user
logged in, device name, user-id and login time is shown, followed by a list
of active processes associated with the user-id. The list includes the device
name, process-id, cpu minutes and seconds used, and process name.

EXAMPLE

The command:
whodo

produces a display like this:

Tue Mar 12 15:48:03 1985 bailey

tty083 mcn 8:51
tty09 28158 0:29 sh
tty52 bdr 15:23

tty52 21688 0:05 sh
tty52 22788 0:01 whodo
tty52 22017 0:03 vi
tty52 22549 0:01 sh
Xxtl62 lee 10:20
ttyo08 6748 0:01 layers
xt162 6751 0:01 sh
Xxtl1l63 6761 0:05 sh
tty08 6536 0:05 sh

FILES

/etc/passwd
/etc/) s_data
fetefutmp

SEE ALSO
ps(1), who(1) in the D-NIX 5.3 Reference Manual.
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NAME
intro - introduction to file formats

DESCRIPTION

This section outlines the formats of various files. The C structure declara-
tions for the file formats are given where applicable. Usually, the header
files containing these structure declarations can be found in the directories
/usr/include or /usr/include/sys. For inclusion in C language programs,
however, the syntax #include <filename.h> or #include
<sys/filename.h> should be used.
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NAME

a.out - common assembler and link editor output
SYNOPSIS

#include <a.out.h>
DESCRIPTION

The file name a.out is the default output file name from the link editor

Id (1). The link editor will make a.out executable if there were no errors in
linking. The output file of the assembler as (1), also follows the common ob-
ject file format of the a.out file although the default file name is different.

A common object file consists of a file header, a UNIX system header (if the
file is link editor output), a table of section headers, relocation information,
(optional) line numbers, a symbol table, and a string table. The order is
given below.

File header.
UNIX system header.
Section 1 header.

éection n header.
Section 1 data.

Section n data.
Section 1 relocation.

Section n relocation.
Section 1 line numbers.

... Section n line numbers.
Symbol table.

String table.

The last three parts of an object file (line numbers, symbol table and string
table) may be missing if the program was linked with the -s option of

Id (1) or if they were removed by strip (1). Also note that the relocation in-
formation will be absent after linking unless the -r option of Id (1) was
used. The string table exists only if the symbol table contains symbols with
names longer than eight characters.

The sizes of each section (contained in the header, discussed below) are in
bytes.

When an a.out file is loaded into memory for execution, three logical seg-
ments are set up: the text segment, the data segment (initialized data fol-
lowed by uninitialized, the latter actually being initialized to all 0’s), and a
stack.

The a.out file produced by Id (1) has the magic number 0413 in the first
field of the UNIX system header. The headers (file header, UNIX system
header, and section headers) are loaded at the beginning of the text seg-
ment and the text immediately follows the headers in the user address
space. The first text address will equal 0x10000 plus the size of the
headers, and will vary depending upon the number of section headers in
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the a.out file. In an a.out file with three sections (.text, .data, and .bss),
the first text address is at 0x100A8 on the DS90 computer. The text seg-
ment is not writable by the program; if other processes are executing the
same a.out file, the processes will share a single text segment.

The data segment starts at the next 64K boundary past the last text ad-
dress. The first data address is determined by the following: If an a.out
file were split into 8K chunks, one of the chunks would contain both the
end of text and the beginning of data. When the core image is created,
that chunk will appear twice; once at the end of text and once at the begin-
ning of data (with some unused space in between). The duplicated chunk of
text that appears at the beginning of data is never executed; it is dupli-
cated so that the operating system may bring in pieces of the file in multi-
ples of the page size without having to realign the beginning of the data
section to a page boundary. Therefore the first data address is the sum of
the next segment boundary past the end of text plus the remainder of the
last text address divided by 8K. If the last text address is a multiple of 8K
no duplication is necessary.

On the DS90 computer the stack begins at location 0x80000000 and grows
toward lower addresses. The stack is automatically extended as required.
The data segment is extended only as requested by the brk (2) system call.

For relocatable files the value of a word in the text or data portions that is
not a reference to an undefined external symbol is exactly the value that
will appear in memory when the file is executed. If a word in the text invol-
ves a reference to an undefined external symbol, there will be a relocation
entry for the word, the storage class of the symbol-table entry for the sym-
bol will be marked as an “external symbol”, and the value and section num-
ber of the symbol-table entry will be undefined. When the file is processed
by the link editor and the external symbol becomes defined, the value of
the symbol will be added to the word in the file.

File Header
The format of the filehdr header is
?truct filehdr

unsigned short f magic; /* magic number */
unsigned short f nscns; /* number of sections */

long f timdat; /* time and date stamp */
long f symptr; /* file ptr to symtab */
long f nsyms; /*# symtab entries */

unsigned short f opthdr; /* sizeof(opt hdr) */
unsigned short f flags;  /* flags */
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UNIX System Header

The format of the UNIX system header is

%ypedef struct aouthdr
short magic; /* magic number */
short vstamp; /* version stamp */
long tsize; /* text size in bytes, padded */
long dsize; /* initialized data (.data) */
long bsize; /* uninitialized data (.bss) */
long entry; /* entry point */
long text_start; /* base of text used for this file */
long data_start; /* base of data used for this file */
} AOUTHDR,;

Section Header

The format of the section header is

struct senhdr

char s_name[SYMNMLEN]; /* section name */

long s_paddr; /* physical address */

long s_vaddr; /* virtual address */

long s_size; /* section size */

long s_scnptr; /* file ptr to raw data */
long s_relptr; /* file ptr to relocation */
long s_lnnoptr; /* file ptr to line numbers */

unsigned short s_nreloc; /* # reloc entries */
unsigned short s nlnno; /* # line number entries */
long s_flags; /* flags */

|5

Relocation

Object files have one relocation entry for each relocatable reference in the
text or data. If relocation information is present, it will be in the following
format:

struct reloc

long r_vaddr; /* (virtual) address of reference */
long r_symndx; /* index into symbol table */
ushort r_type; /* relocation type */

5

The start of the relocation information is s_relpt¢r from the section header.
If there is no relocation information, s_relptr is 0.
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Symbol Table
The format of each symbol in the symbol table is

#define SYMNMLEN 8
#define FILNMLEN 14
#define DIMNUM 4

?truct syment
union /* all ways to get a symbol name */
char _n_name[SYMNMLEN]; /* name of symbol */
struct
long _n_zeroes; /* == OL if in string table */
) long _n_offset; /* location in string table */
n_n;
} char " n nptr[2]; /* allows overlaying */
n;
long n_value; /* value of symbol */
short n_scnum,; /* section number */
unsigned short n_type; /* type and derived type */
char n_sclass; /* storage class */
char n_numaux; /* number of aux entries */
15
#define n_offset _n._n_n._n_offset
#define n_nptr “n._n_nptr[1]

Some symbols require more information than a single entry; they are fol-
lowed by auxiliary entries that are the same size as a symbol entry. The for-
mat follows.

union auxent {

struct {
long x_tagndx;
union {
struct {
unsigned short x_Inno;
unsigned short x_size;
} x_Insz;
long x_fsize;
} x misc;
union {
struct {
long x_Innoptr;
long x_endndx;
} x_fen;
struct {
unsigned short x_dimen[DIMNUM];
} x_ary;
} x_fcnaexc'Iy;
unsigned short x_tvndx;
) x_sym;
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struect {
char x_fname[FILNMLEN];
} x_file;
struct {
long  x_scnlen;
unsigned short x_nreloc;
unsigned short x_nlinno;
} x_scn;
struct { long x_tvfill;
unsigned short x_tvlen;
unsigned short x_tvran[2];
}x_tv;

h

Indexes of symbol table entries begin at zero. The start of the symbol table
is f_symptr (from the file header) bytes from the beginning of the file. If the
symbol table is stripped, f_symptr is 0. The string table (if one exists)

begins at f_symptr + (f_nsyms * syMEsz) bytes from the beginning of the file.

SEE ALSO

as(1), cc(1), 1d(1), brk(2), filehdr(4), ldfcn(4), linenum(4), reloc(4), scnhdr(4),
syms(4).
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NAME

ACCT(4)

acct - per-process accounting file format

SYNOPSIS

#include <sys/acct.h>

DESCRIPTION

Files produced as a result of calling acct (2) have records in the form
defined by <sys/acct.h>,whose contents are:

typedef ushort comp_t;

struct acct
char ac_flag;
char ac_stat;
ushort ac_uid;
ushort ac_gid;
dev_t ac_tty;
time_t ac_btime;
comp_t  ac_utime;
comp_t  ac_stime;
comp_t  ac_etime;
comp_t ac_mem;
comp_t ac_io;
comp_t ac_rw;
char ac_comm/(8];
I8
extern struct acct
extern  struct inode
#define  AFORK 01
#define  Asu 02
#define  AcCTF 0300

/* "floating point" */
/* 13-bit fraction, 3-bit exponent */

/* Accounting flag */

/* Exit status */

/* Accounting user ID */

/* Accounting group ID */

/* control typewriter */

/* Beginning time */

/* acctng user time in clock ticks */

/"' acctng system time in clock ticks */
/* acctng eYapsed time in clock ticks */

/* memory usage in clicks */

/* chars trnsfrd by read/write */

/* number of block reads/writes */

/* command name */

acctbuf;
*acctp;  /* inode of accounting file */
/* has executed fork, but no exec */

/* used super-user prmle s */

/* record type: 00 = acct *%e

In ac_flag, the AFORK flag is turned on by each fork (2) and turned off by an
exec (2). The ac_comm field is inherited from the parent process and is
reset by any exec. Each time the system charges the process with a clock
tick, it also adds to ac_mem the current process size, computed as follows:

(data size) + (text size)/(number of in-core processes using text)

The value of ac_mem /(ac_stime+ac_utime) can be viewed as an approxima-
tion to the mean process size, as modified by text-sharing.

The structure tacct.h,which resides with the source files of the accounting
commands, represents the total accounting format used by the various ac-
counting commands:
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/* userid */

/* login name */

/* cum. cpu time, p/np (mins) */

/* cum kcore-minutes, p/np */

/* cum. connect time, p/np,
mins */

/* cum. disk usage */

/* count of processes */

/* count of login sessions */

/* count of disk samples */

/* fee for special services */

/*

:/ total accounting (for acct period), also for day

struct tacet {
uid_t ta_uid;
char ta_name[8];
float ta_cpu[2];
float ta_kcore[2];
float ta_con[2];
{'loat ta_du;
ong ta_pc;
unsigned short ta_sc;
unsigned short ta_dc;

} unsigned short ta_fee;

SEE ALSO

acct(2), exec(2),

fork(2).

acct(1M) in the Administrator’s Reference Manual.

acctcom(l) in the User’s Reference Manual.

BUGS

The ac_mem value for a short-lived command gives little information about
the actual size of the command, because ac_mem may be incremented
while a different command (e.g., the shell) is being executed by the process.
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NAME

ar - common archive file format

SYNOPSIS
#include <ar.h>

DESCRIPTION

The archive command ar (1) is used to combine several files into one. Ar-
chives are used mainly as libraries to be searched by the link editor Id (1).

Each archive begins with the archive magic string.

#define ARMAG "l<arch>\n /* magic string */
#define sarMAG 8 /* length of magic string */

Each archive which contains common object files [see a.out (4)] includes
an archive symbol table. This symbol table is used by the link editor Id (1)
to determine which archive members must be loaded during the link edit
process. The archive symbol table (if it exists) is always the first file in the
archive (but is never listed) and is automatically created and/or updated by
ar.

Following the archive magic string are the archive file members. Each file
member is preceded by a file member header which is of the following for-

mat:

#define ARFMAG "\n /* header trailer string */

struct ar_hdr /* file member header */
char ar_name[16]; /* [ terminated file member name */
char ar_date[12]; /* file member date */
char ar_uid[6]; /* file member user identification */
char ar_gid[6]; /* file member group identification */
char ar_mode[8]; /* file member mode (octal) */
char ar_size[10]; /* file member size */

) char ar_fmagf2]; /* header trailer string */

All information in the file member headers is in printable asci. The
numeric information contained in the headers is stored as decimal num-
bers (except for ar_mode which is in octal). Thus, if the archive contains
printable files, the archive itself is printable.

The ar_name field is blank-padded and slash (/) terminated. The ar_date
field is the modification date of the file at the time of its insertion into the
archive. Common format archives can be moved from system to system as
long as the portable archive command ar (1) is used. Conversion tools such
as convert (1) exist to aid in the transportation of non-common format ar-
chives to this format.

Each archive file member begins on an even byte boundary; a newline is in-
serted between files if necessary. Nevertheless the size given reflects the ac-
tual size of the file exclusive of padding.
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Notice there is no provision for empty areas in an archive file.

If the archive symbol table exists, the first file in the archive has a zero
length name (i.e., ar_name[0] ==/ ). The contents of this file are as fol-
lows:

+ The number of symbols. Length: 4 bytes.

« The array of offsets into the archive file. Length: 4 bytes * “the number
of symbols”.

- The name string table. Length: ar_size - (4 bytes * (“the number of
symbols” + 1)).

The number of symbols and the array of offsets are managed with sget!
and sputl. The string table contains exactly as many null terminated
strings as there are elements in the offsets array. Each offset from the
array is associated with the corresponding name from the string table (in
order). The names in the string table are all the defined global symbols
found in the common object files in the archive. Each offset is the location
of the archive header for the associated symbol.

SEE ALSO
ar(l), 1d(1), strip(1), sputl(3X), a.out(4).
WARNINGS

strip (1) will remove all archive symbol entries from the header. The ar-
chive symbol entries must be restored via the ts option of the ar (1) com-
mand before the archive can be used with the link editor Id (1).
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NAME
checklist - list of file systems processed by fsck and ncheck

DESCRIPTION

checklist resides in directory /etc and contains a list of, at most, 15 special
file names. Each special file name is contained on a separate line and cor-
responds to a file system. Each file system will then be automatically
processed by the fsck (1M) command.

FILES
/etc/checklist

SEE ALSO

fsck(1M) in the D-NIX 5.3 Reference Manual.
ncheck(1M) in the System Administrator’s Reference Manual.
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NAME

core - format of core image file

DESCRIPTION

The UNIX system writes out a core image of a terminated process when any
of various errors occur. See signal (2) for the list of reasons; the most com-
mon are memory violations, illegal instructions, bus errors, and user-
generated quit signals. The core image is called core and is written in the
process’s working directory (provided it can be; normal access controls
apply). A process with an effective user b different from the real user 1D
will not produce a core image.

The first section of the core image is a copy of the system’s per-user data
for the process, including the registers as they were at the time of the
fault. The size of this section depends on the parameter usize, which is
defined in <sys/param.h>. The remainder represents the actual contents
of the user’s core area when the core image was written. If the text seg-
ment is read-only and shared, or separated from data space, it is not
dumped.

The format of the information in the first section is described by the user
structure of the system, defined in <sys/user.h>. Not included in this file
are the locations of the registers. These are outlined in <sys/reg.h>.

SEE ALSO
sdb(1), setuid(2), signal(2).

crash(1M) in the Administrator’s Reference Manual.

A AT&T Administrator's Reference Manual 1



CORE(4) CORE(4)

2 AT&T Administrator's Reference Manual A



CPIO(4) CPIO(4)

NAME
cpio - format of cpio archive
DESCRIPTION
The header structure, when the -c option of cpio (1) is not used, is:
struct {
short h_magic,
h_dev;
ushort h_ino,
h_mode,
s
_81d;
short h_nlink,
h_rdey,
h_mtime[2],
h_namesize,
h_filesize[2];
VH char h_name[h_namesize rounded to word];
r;

When the -c option is used, the header information is described by:

sscanf(Chdr,"%60%60%60%60%60%60%60%60%1110%60%1110%s",
&Hdr.h_magic, &Hdr.h_dev, &Hdr.h_ino, &Hdr.h_mode,
&Hdr.h_uid, &Hdr.h_gid, &Hdr.h_nlink, &Hdr.h rdev,
&Longtime, &Hdr.h_namesize,&Longfile,Hdr.h_name);

Longtime and Longfile are equivalent to Hdr.h_mtime and Hdr.h_filesize ,
respectively. The contents of each file are recorded in an element of the
array of varying length structures, archive, together with other items
describing the file. Every instance of _magic contains the constant
070707 (octal). The items h_dev through A_mtime have meanings ex-
plained in stat (2). The length of the null-terminated path name h_name,
including the null byte, is given by A_namesize.

The last record of the archive always contains the name TRAILER!!. Special
files, directories, and the trailer are recorded with h_filesize equal to zero.

SEE ALSO

stat(2).
cpio(1), find(1) in the D-NIX 5.3 Reference Manual.
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NAME

dir - format of directories

SYNOPSIS
#include <sys/dir.h>

DESCRIPTION

A directory behaves exactly like an ordinary file, save that no user may
write into a directory. The fact that a file is a directory is indicated by a bit
in the flag word of its i-node entry [see fs (4)]. The structure of a directory
entry as given in the include file is:

#ifndef DIRSIZ

#define  DIRsIZ 14
#endif
struct direct
ushort d_ino;
} char d_name[DIRrs1Z];
’

By convention, the first two entries in each directory are for . and ... The
first is an entry for the directory itself. The second is for the parent direc-
tory. The meaning of .. is modified for the root directory of the master file
system; there is no parent, so .. has the same meaning as ..

SEE ALSO
fs(4).

A AT&T Administrator’'s Reference Manual 1



DIR(4) DIR(4)

2 AT&T Administrator’s Reference Manual A



DIRENT(4) DIRENT(4)

NAME
dirent - file system independent directory entry

SYNOPSIS

#include <sys/dirent.h>
#include <sys/types.h>

DESCRIPTION

Different file system types may have different directory entries. The dirent
structure defines a file system independent directory entry, which contains
information common to directory entries in different file system types. A
set of these structures is returned by the getdents (2) system call.

The dirent structure is defined below.

struct dirent {
long d_ino;
off t d_off;
unsigned short d_reclen;
} char d_name[1];

The d_ino is a number which is unique for each file in the file system. The
field d_off is the offset of that directory entry in the actual file system direc-
tory. The field d_name is the beginning of the character array giving the
name of the directory entry. This name is null terminated and may have at
most MAXNAMLEN characters. This results in file system independent direc-
tory entries being variable length entities. The value of d_reclen is the
record length of this entry. This length is defined to be the number of bytes
between the current entry and the next one, so that it will always result in
the next entry being on a long boundary.

FILES

fusr/include/sys/dirent.h

SEE ALSO
getdents(2).
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NAME

filehdr - file header for common object files

SYNOPSIS

#include <filehdr.h>

DESCRIPTION

Every common object file begins with a 20-byte header. The following C
struct declaration is used:

?truct filehdr

unsigned short f magic; /* magic number */
unsigned short f nscns; /* number of sections */

long ftimdat; /*time & date stamp */
long f symptr; /* file ptr to symtab */
long f nsyms; /*# symtab entries */

unsigned short { opthdr; /* sizeof(opt hdr) */
} unsigned short f flags; /*flags */

F_symptr is the byte offset into the file at which the symbol table can be
found. Its value can be used as the offset in fseek (3S) to position an I/O
stream to the symbol table. The UNIX system optional header is 28-bytes.
The valid magic numbers are given below:

#define  MC68020MAGIC 0630 /* Same as NCR’s */

#define MC68KMAGIC 0520

#define =~ MC68KWRMAGIC 0620 /* writable text segment */

#define = MCB8TVMAGIC 0521

#define = MC68KROMAGIC 0625 /* readonly sharable text
segments */

#define = MCB8KPGMAGIC 0620 /* demand paged text segment */

#define M68MAGIC 0210

#define = M68TVMAGIC 0211

The value in f timdat is obtained from the time (2) system call. Flag bits
currently defined are:

#define  F_RELFLG 0000001 /* relocation entries stripped */
#define  F_EXEC 0000002 /* file is executable */

#define  F_LNNO 0000004 /* line numbers stripped */
#define  F_LSYMS 0000010  /* local symbols stripped */
#define  F_MINMAL 0000020 /* minimal object file */

#define  F_UPDATE 0000040 /* update file, ogen produced */
#define = F_SWABD 0000100 /* file is "pre-swabbed" */
#define  F_AR16WR 0000200 /* 16-bit DEC host */

#define  F_AR32WR 0000400 /* 32-bit DEC host */

#define  F_AR32W 0001000 /* non-DEC host */

#define  F_PATCH 0002000 /* "patch" list in opt hdr */
#define  F_BM32ID 0160000 /* WE32000 family ID field */
#define  F_BM32B 0020000 /* file contains WE 32100 code */
#define  F_BM32MAU 0040000 /* file reqs MAU to execute */
#define  F_BM32RST 0010000  /* this object file contains restore

FILEHDR(4)

work around [3B5/3B2 only] */
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SEE ALSO
time(2), fseek(3S), a.out(4).
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NAME

fspec - format specification in text files

DESCRIPTION

It is sometimes convenient to maintain text files on the UNIX system with
non-standard tabs, (i.e., tabs which are not set at every eighth column).
Such files must generally be converted to a standard format, frequently by
replacing all tabs with the appropriate number of spaces, before they can
be processed by UNIX system commands. A format specification occurring in
the first line of a text file specifies how tabs are to be expanded in the
remainder of the file.

A format specification consists of a sequence of parameters separated by
blanks and surrounded by the brackets <: and :>. Each parameter consists
of a keyletter, possibly followed immediately by a value. The following
parameters are recognized:

ttabs The t parameter specifies the tab settings for the file.

The value of tabs must be one of the following:

1. a list of column numbers separated by commas,
indicating tabs set at the specified columns;

2. a - followed immediately by an integer n,
indicating tabs at intervals of n columns;

3. a - followed by the name of a “canned” tab
specification.

Standard tabs are specified by t-8, or equivalently,
t1,9,17,25, etc. The canned tabs which are recognized
are defined by the tabs (1) command.

ssize The s parameter specifies a maximum line size. The
value of size must be an integer. Size checking is per-
formed after tabs have been expanded, but before the

margin is prepended.

mmargin The m parameter specifies a number of spaces to be
prepended to each line. The value of margin must be
an integer.

d The d parameter takes no value. Its presence indicates

that the line containing the format specification is to be
deleted from the converted file.

e The e parameter takes no value. Its presence indicates
that the current format is to prevail only until another
format specification is encountered in the file.

Default values, which are assumed for parameters not supplied, are t-8
and mO. If the 8 parameter is not specified, no size checking is performed.
If the first line of a file does not contain a format specification, the above
defaults are assumed for the entire file. The following is an example of a
line containing a format specification:

* <:1t5,10,15 872:> *
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If a format specification can be disguised as a comment, it is not necessary
to code the d parameter.

SEE ALSO
ed(1l) in the D-NIX 6.3 Reference Manual.

newform(1), tabs(1) in the User’s Reference Manual.
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NAME
fstab - file-system-table
DESCRIPTION

The /etc/fstab file contains information about file systems for use by
mount (1M). Each entry in /etc/fstab has the following format:

column 1 block special file name of file system or advertised remote
resource

column 2 mount-point directory

column 3 -r if to be mounted read-only; -d[r] if remote

column 4 (optional) file system type string

column 5+ ignored

White-space separates columns. Lines beginning with "# " are comments.
Empty lines are ignored.

A file-system-table might read:

/dev/dsk/c1d0s82 /usr S51K
/dev/dsk/cldls2 /usr/src -r

adv_resource /mnt -d

FILES
/etc/fstab

SEE ALSO

mount(1M), rmountall(1M) in the Administrator’s Reference Manual.
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NAME

GETTYDEFS(4)

gettydefs - speed and terminal settings used by getty

DESCRIPTION

The /etc/gettydefs file contains information used by getty (1M) to set up
the speed and terminal settings for a line. It supplies information on what
the login prompt should look like. It also supplies the speed to try next if
the user indicates the current speed is not correct by typing a BREAK

character.

Each entry in /etc/gettydefs has the following format:

label# initial-flags # final-flags # login-prompt #next-label
Each entry is followed by a blank line. The various fields can contain
quoted characters of the form \b, \n, \c, etc., as well as \nnn, where
nnn is the octal value of the desired character. The various fields are:

label

initial-flags

final-flags

login-prompt

next-label

This is the string against which getty tries to match its
second argument. It is often the speed, such as 1200, at
which the terminal is supposed to run, but it need not
be (see below).

These flags are the initial ioct! (2) settings to which the
terminal is to be set if a terminal type is not specified
to getty. The flags that getty understands are the same
as the ones listed in /usr/include/sys/termio.h [see
termio (7)]. Normally only the speed flag is required in
the initial-flags. getty automatically sets the terminal
to raw input mode and takes care of most of the other
flags. The initial-flag settings remain in effect until
getty executes login (1).

These flags take the same values as the initial-flags
and are set just prior to getty executes login. The speed
flag is again required. The composite flag SANE takes
care of most of the other flags that need to be set so
that the processor and terminal are communicating in
a rational fashion. The other two commonly specified
final-flags are TABS, so that tabs are sent to the ter-
minal as spaces, and HUPCL, so that the line is hung
up on the final close.

This entire field is printed as the login-prompt. Unlike
the above fields where white space is ignored (a space,
tab or new-line), they are included in the login-prompt
field.

If this entry does not specify the desired speed, indi-
cated by the user typing a BREAK character, then getty
will search for the entry with next-label as its label
field and set up the terminal for those settings. Usual-
ly, a series of speeds are linked together in this fashion,
into a closed set; For instance, 2400 linked to 1200,
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which in turn is linked to 300, which finally is linked
to 2400.

If getty is called without a second argument, then the first entry of /etc/get-
tydefs is used, thus making the first entry of /etc/gettydefs the default
entry. It is also used if getty can not find the specified label. If /etc/get-
tydefs itself is missing, there is one entry built into the command which
will bring up a terminal at 300 baud.

It is strongly recommended that after making or modifying /etc/gettydefs,
it be run through getty with the check option to be sure there are no errors.

FILES
/etc/gettydefs

SEE ALSO
ioctl(2).

getty(1M), termio(7) in the Administrator’s Reference Manual.
login(1) in the D-NIX 5.3 Reference Manual.
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NAME
group - group file
DESCRIPTION

group contains for each group the following information:

group name

encrypted password

numerical group ID

comma-separated list of all users allowed in the group

This is an ascii file. The fields are separated by colons; each group is
separated from the next by a new-line. If the password field is null, no
password is demanded.

This file resides in directory /etc. Because of the encrypted passwords, it
can and does have general read permission and can be used, for example,
to map numerical group ID’s to names.

FILES
/etc/group
SEE ALSO

passwd(4). _
passwd (1), newgrp(1M) in the D-NIX 5.3 Reference Manual.
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NAME
inittab - script for the init process

DESCRIPTION

The inittad file supplies the script to init’s role as a general process dis-
patcher. The process that constitutes the majority of init’s process dispatch-
ing activities is the line process /etc/getty that initiates individual
terminal lines. Other processes typically dispatched by init are daemons
and the shell.

The inittabd file is composed of entries that are position dependent and
have the following format: :

id:rstate:action:process

Each entry is delimited by a newline, however, a backslash (\) preceding a
newline indicates a continuation of the entry. Up to 512 characters per
entry are permitted. Comments may be inserted in the process field using
the sh (1) convention for comments. Comments for lines that spawn getty s
are displayed by the who (1) command. It is expected that they will contain
some information about the line such as the location. There are no limits
(other than maximum entry size) imposed on the number of entries within
the inittad file. The entry fields are:

id This is one or two characters used to uniquely identify
an entry.
rstate This defines the run-level in which this entry is to be

processed. run-levels effectively correspond to a con-
figuration of processes in the system. That is, each
process spawned by init is assigned a run-level or run-
levels in which it is allowed to exist. The run-levels are
represented by a number ranging from 0 through 6. As
an example, if the system is in run-level 1, only those
entries having a 1 in the rstate field will be processed.
When init is requested to change run-levels, all proces-
ses which do not have an entry in the rstate field for
the target run-level will be sent the warning signal (sIG-
TERM ) and allowed a 20-second grace period before
being forcibly terminated by a kill signal ( SIGKILL ).
The rstate field can define multiple run-levels for a
process by selecting more than one run-level in any
combination from 0-8. If no run-level is specified, then
the process is assumed to be valid at all run-levels 0-8.
There are three other values, a, b and ¢, which can ap-
pear in the rstate field, even though they are not true
run-levels. Entries which have these characters in the
rstate field are processed only when the telinit [see init
(IM))] process requests them to be run (regardless of
the current run-level of the system). They differ from
run-levels in that init can never enter run-level a,b or
c. Also, a request for the execution of any of these
processes does not change the current run-level. Fur-
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action

respawn

wait

once

boot

bootwait

powerfail

powerwait

off

INITTAB(4)

thermore, a process started by an a, b or ¢ command is
not killed when init changes levels. They are only
killed if their line in /etc/inittab is marked off in the
action field, their line is deleted entirely from /etc/init-
tab , or init goes into the SINGLE USER state.

Key words in this field tell init how to treat the process
specified in the process field. The actions recognized by
init are as follows:

If the process does not exist then start the process, do
not wait for its termination (continue scanning the init-
tab file), and when it dies restart the process. If the
process currently exists then do nothing and continue
scanning the inittabd file.

Upon init’s entering the run-level that matches the
entry’s rstate, start the process and wait for its termina-
tion. All subsequent reads of the inittabd file while init

is in the same run-level will cause init to ignore this
entry.

Upon init’s entering a run-level that matches the
entry’s rstate, start the process, do not wait for its ter-
mination. When it dies, do not restart the process. If
upon entering a new run-level, where the process is
still running from a previous run-level change, the
program will not be restarted.

The entry is to be processed only at init’s boot-time
read of the inittab file. Init is to start the process, not
wait for its termination; and when it dies, not restart
the process. In order for this instruction to be meaning-
ful, the rstate should be the default or it must match
init’s run-level at boot time. This action is useful for an
initialization function following a hardware reboot of
the system.

The entry is to be processed the first time init goes
from single-user to multi-user state after the system is
booted. (If initdefault is set to 2, the process will run
right after the boot.) Init starts the process, waits for
its termination and, when it dies, does not restart the
process.

Execute the process associated with this entry only
when init receives a power fail signal [ SIGPWR see sig-
nal (2)].

Execute the process associated with this entry only
when init receives a power fail signal ( SIGPWR ) and
wait until it terminates before continuing any process-
ing of inittab.

If the process associated with this entry is currently
running, send the warning signal ( SIGTERM ) and wait
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ondemand

initdefault

sysinit

process

FILES
/etc/inittab
SEE ALSO

INITTAB(4)

20 seconds before forcibly terminating the process via
the kill signal ( s1GKILL ). If the process is nonexistent,
ignore the entry.

This instruction is really a synonym for th<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>